NOTICE OF INTERNET SAFETY PRACTICES

Anderson Center for Autism (ACA) is required to comply with the Children’s Internet Protection Act, a Federal law enacted by Congress to address concerns about access to offensive Internet content on school and library computers.

To the extent practical, ACA utilizes technology protection measures (Internet filters) within its computer networks designed to specifically block or filter Internet access to inappropriate materials that are: (a) obscene, (b) child pornography, or (c) harmful to minors (for computers that are accessed by minors). ACA also promotes the safety and security of users by requiring staff to monitor computer network usage to prevent unauthorized access including “hacking” and other unlawful activities by minors online, as well as unauthorized disclosure, use, and dissemination of personal information regarding minors.

Designated management personnel are responsible for ensuring ACA’s compliance with the Children’s Internet Protection Act. The Director of Information Technologies or designee is responsible for ensuring that all technology protection measures deployed within ACA’s computer networks are functioning. Oversight of ACA’s compliance with the requirements of the Children’s Internet Protection Act will be monitored by ACA’s Corporate Compliance Committee. Technology protection measures may be disabled or, in the case of minors, minimized only for bona fide research or other lawful purposes with the express consent of the Director of the Program or designee.

For further information regarding the Children’s Internet Protection Act visit: